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Brief CV : 

Prof. Sanadhya earned his B.Tech from IIT Delhi, M.Tech from JNU Delhi, and 

completed his Ph.D. at ISI Kolkata in 2009. His doctoral work made significant 
contributions in the cryptanalysis of hash functions, particularly SHA 256 and SHA 
512. He began his academic career as Assistant Professor at IIT Ropar, where he 

also served as Head of the Department of Computer Science & Engineering. He 
later joined IIT Jodhpur as Associate Professor and was promoted to full Professor 

in 2021. He currently serves as: Dean of Digital Infrastructure & Automation (DIA) 
and Chief Information Security Officer (CISO) In addition to his administrative 
roles, he has led and collaborated on high-impact research projects, mentored 

Ph.D. scholars, and actively served the cryptographic research community through 
conference organization and reviewing. 
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